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Tenant Turner provides

Tenant Lead 
Scheduling Software

Live Leasing Line 
Call Center

Secure, Self-Access 
Electronic Lockboxes



Tenant Turner will maximize your tenant leads by 
making the process easy, online, and nearly 
instantaneous which

Reduces Rent LossReduces Days on Market Reduces Days Vacant

Lead management & showing scheduler



Property managers 
named us the Best 
Leasing Solution
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Overview of Self-Access





Self-access done for decades



More companies are trying self-access

of customers has an electronic lockbox

34%



Use of self-access is on the rise

of active listings have an electronic lockbox

29%







California and your neighbors 

OR

50%

NV & AZ

67%

CA

52%



So how does this all work?



Benefits of Self-Access



No safety risk to your agents



No third party commissions



Expand your footprint



Save time 
driving, 
waiting, 

no-shows



Scale up your 
portfolio, not 
your staff



No downtime with self-access 



Tenant leads prefer to go on their own

No pressure

No small talk



Rent faster with more availability

of self access viewings happen after hours

38%
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Overview of Local Squatters & 
Scoundrels





Organized criminals working in teams





Best Practices to Prevent 
Squatters & Scoundrels 



Do not display lockbox from street



Avoid announcing vacancy



U

Don’t put self access in your descriptions

You could even put in something like - do not 
disturb current occupants



Put up cameras

$10

Cheap & Fake

$350 + $50/mon

Pricey w/ remote 
monitoring

$80

Mid-price w/ local 
storage





Permanent cameras with PointCentral 



Monitor feedback from other viewers



Blacklisting real, local people



Self-access insurance



Overview of International 
Scammers



Scams happen every day







Apartment 
or house 
rented 
fraud is one 
of the 
fastest 
growing 
scams



It’s a constant concern for tenants

of all renters have encountered a suspicious 
listing in their hunt for new housing

43%





Because scammers are making millions

million renters have lost money to rental fraud

5.2



Young renters more impacted





Collect credit card to stop fraud



Credit card fraud is on the rise too





100 million cards stolen from just...



You need permission to charge a card



Photo ID upload 
and third party, 
fraud detection 

checks processed 
on each lead before 
they get a unique, 

one-time use 
access code.





Craigslist is the tool of choice

of scams start on Craigslist

95%



Scammers use 
social engineering 
to get others to do 

their dirty work



Best Practices to Prevent 
International Scammers



Door knob 
checkers

Marble 
counters

Don’t do self-access on all rentals



Don’t let homes sit vacant



Don’t let people view after dark



Call when you’re notified of visit

self-access viewings

17

in-person showings

13



Watermark 
your photos 
and monitor 
Craigslist to 

see if 
scammers 

have hijacked 
your listings.



Flag Craigslist postings quickly

unique IPs before a listing is pulled

10+



Auto-monitor with TT AI

● Real-time risk scoring using machine learning
● Reputational data on IP addresses, email 

address, phone numbers, devices, and more
● Post-event monitoring
● An ever growing, proprietary database of 

reputation data
● Custom risk models built specifically for the 

property management industry



Scam overview

Yeah, the scammers will hijack your unwatermarked photos and create their listing on Craigslist. They 
get people to inquire and share their ID and/or credit card. The scammer combines the stolen 
information with their own phone number and email address that they use to register an account and get 
scheduled to view your rental. Then they have another person go to the rental and share the lockbox 
serial number so the scammer can get the access code. The scammer will either share that with the 
person at the rental or try to schedule a larger group of folks to go during the access window. 

We introduce roadblocks from real people getting involved in these scams by collecting more than just 
ID or credit card (ex. device ID, time zone, distance to rental, etc) so that scammers and scams are 
identified and stopped. We'll also call the person out by name (which would be different if they were 
being scammed) and even tell them that if someone asks for their code, they are a scammer. 



Call out the lead by name to act as a red flag 
when scammers use different people to conduct 
their scam

When we send the one-time use code, we tell 
people that if someone asks for the code, they 
are a scammer



Craigslist monitoring & notification



But they will say they fired your company

Put your sign out front



The scammer will say they fired you





The scammer will say they fired you









Conclusion



Keep it real with your staff and owners

● You will be safer
● Save time and 

money
● Rent faster
● Be more consistent 

with viewings
● Scale up faster

● Lights will be left on
● People will use the 

bathroom
● Windows will be 

opened
● Doors will be left 

unlocked






